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1. Care tip de organizație este cea mai eficientă?
2. organіzaţіa orіеntată pе lіdеr (tіpul сarіsmatіс),
3. organіzaţіa patrіarhală (tіpul tradіţіonal)
4. **organіzaţіa bіroсratісă (tіpul raţіonal-lеgal)**
5. Managementul reprezintă.......
6. **un process conștient de conducere și coordonare a acțiunilor și activităților individuale și de grup, precum și de mobilizare și alocare a resurselor organizației în vederea îndeplinirii obiectivelor acesteia în concordanță cu misiunea, finalitățile și resposabilitățile sale economice și sociale.**
7. Un process de leadership în care planifiecarea judicioasă este esențială pentru buna desfășurare a activitățilo;
8. Persoana desemnată de lider pentru a supraveghea angajații
9. Securitatea reprezintă...
10. asigurarea conformării activităților în funcție de obiectul de activitate al organizației
11. o instituție care se ocupă cu poliția politică
12. **absenţa ameninţării şi promovarea bunăstării şi calităţii vieţii**
13. Vulnerabilitatea este...

a. Orice circumstanță sau eveniment cu potențialul de a avea un impact negativ asupra operațiunilor organizaționale (inclusiv misiunea, funcțiile, imaginea sau reputația), activele organizaționale sau indivizii

**b. o slăbiciune, defect sau alt neajuns într-un sistem (infrastructură, bază de date sau software), dar poate exista și într-un proces, un set de controale sau pur și simplu în modul în care ceva a fost implementat sau implementat.**

c. O situaţie, un eveniment, care nu a apărut încă, dar care poate să apară în viitor, caz în care, obţinerea rezultatelor, în prealabil fixate, este ameninţată sau potenţată

1. Managementul riscului este ….
2. **procesul de identificare, evaluare și control al riscurilor de securitate pentru o organizație.**
3. Sistemul de planificare managerială care permite managerului de securitate să cunoască principalele activități din organizație
4. Procesul de evaluare și control al riscurilor de securitate pentru o organizație.
5. Obiectivul securității fizice este …….
6. de a păzii bunurile dintr-o organizație
7. **de a se asigura că o organizație poate planifica și poate răspunde eficient la intruși sau alte evenimente neașteptate din organizație**
8. de a asigura protecția împrejmuirilor și accesul în oragnizație
9. Ce trebuie să asigure un sistem de securitate fizică?

a. protecția personalului ca să nu fie atacat de intruși

**b. descurajarea, detectarea, întârzierea, evaluarea, întârzierea, recuperare**

c. detectarea, întârzierea, evaluarea, întârzierea, recuperare

1. Sistemul de control acces al personalului este în sectorul...
2. Securității private
3. Securității personalului
4. **Securității fizice**
5. Specialiștii în securitatea personalului determină…
6. **adecvarea și eligibilitatea de securitate a persoanelor pentru intrarea și menținerea în poziții sensibile și nesensibile.**
7. ca supravegherea personalul să conducă la accidente de muncă
8. asigurarea protecția persoanelor importante dintr-o organizație
9. Securitatea informațiilor reprezintă ….
10. **un set de proceduri și instrumente de securitate care protejează în linii mari informațiile sensibile ale întreprinderii împotriva utilizării greșite, accesului neautorizat, întreruperii sau distrugerii.**
11. aistemul de protecție a informațiilor aflate în sisteme informatice;
12. securitatea informatiilor clasificate
13. Securitatea comunicațiilor este disciplina specializată în a …
14. **împiedica interceptori neautorizați să acceseze telecomunicațiile într-o formă inteligibilă, oferind în același timp conținut destinatarilor vizați.**
15. forma deprinderi angajaților în culegerea date și informații din sistemele de comunicații
16. bruia comunicațiile astfel încât interceptori să nu poată obține date și informații din sistemele de comunicații
17. Sănătatea și securitatea muncii ....
18. **este definită în general ca știința anticipării, recunoașterii, evaluării și controlului pericolelor care apar la locul de muncă care ar putea afecta sănătatea și bunăstarea lucrătorilor.**
19. Disciplina care se ocupă cu evaluarea riscurilor medicale
20. Specialitate medicală
21. Protecția datelor cu caracter personal.....
22. **este procesul de instituire a măsurilor de protejare a datelor personale încredințate de către persoanele vizate**
23. mecanismul prin care sunt protejate datele personale să nu fie furate din sistemele informatice
24. politica instituită de fiecare organizație pentru a proteja informațiile angajaților
25. Care dintre următoarele sunt tehnici de evaluare a riscului...
26. **Brainstorming, Interviuri structurate si semi-structurate, Analiza preliminara a imprevizibilului**
27. Observarea, ascultarea, analiza
28. Culegerea d edate și informații depsre riscurile de Securitate ale organizației
29. Riscul este …….
30. **o situaţie, un eveniment, care nu a apărut încă, dar care poate să apară în viitor, caz în care, obţinerea rezultatelor, în prealabil fixate, este ameninţată sau potenţată.**
31. o vulnerabilitate aunui sistem de securitate fizică
32. o slăbiciune, defect sau alt neajuns într-un sistem (infrastructură, bază de date sau software), dar poate exista și într-un proces, un set de controale sau pur și simplu în modul în care ceva a fost implementat sau implementat.
33. Criteriile interne ale unui audit de securitate includ:
34. **politicile, procedurile și controalele de securitate ale organizației.**
35. reglementări legale și standarde naționale și internaționale
36. stabilirea obiectivelor auditului și a criteriilor de evaluare
37. Auditorii de Securitate vor…
38. **examina controalele de securitate pentru a verifica caracterul adecvat, vor valida conformitatea cu politicile de securitate, vor identifica încălcările și vor face recomandări pentru rezolvarea constatărilor lor.**
39. vor valida conformitatea cu politicile de securitate, vor identifica încălcările și vor face recomandări pentru rezolvarea constatărilor lor.
40. vor identifica încălcările de securitate și vor face recomandări pentru rezolvarea constatărilor lor.
41. Un audit de securitate constă în:

**a.într-o evaluare completă a tuturor componentelor infrastructurii de securitate**

b. într-o evaluare parțială a componentelor infrastructurii de securitate

c. într-o evaluare sectorială a componentelor infrastructurii de securitate